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3amMecTUTeNlb HavyaNbHUKA ynpaBfieHUs 6e30nacHoOCTM
HHd)paCprKTypbl = HAYaJibHUK oThAe/la aHaJ/iMm3a

3alMLLEeHHOCTU MHPPACTPYKTYPbI
Deputy Head of the Infrastructure Security Department

A YyS13BUM NI MecceHpKep?



O yem gaHHbLIX goknaa?

| Disclamer

1) daHHasa npe3eHTaumnsa He aBnsieTca nyobnukauuen
pesyneratoB nposegeHHoro HAP no oueHke
3aLLNLLEHHOCTN U3BECTHbIX MECCEHKEpPOB, a
npeacraesnsaeT cobon KoHconuaauuo aHanMTUYECKNX
cBefeHuin 00 U3BECTHbIX YA3BUMOCTSX.

2) B npeseHTauuMn ynoMuHalotTcss mecceHmxkepbl *FB,
*WhatsApp — npoaykTtbl kKomnaHum Meta, npusHaHHON
9KCTPEMUCTCKOM U 3anpeLiéHHon B PO.
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UcTopusa pa3Butusa mecceHaxeposn

Kak meHanach nonynapHoOCTb MecceHp)xepos ¢ 1997 no 2022
(exxemecsiyHas ayauTopus, B MAH)
0 1 2

1997

NcTouHuk: https://trends.rbc.ru/trends/innovation/624ecb0a9a7947bc23da3640
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Tekywana cratuctuka (2024)

KonuyecTBO akTUBHbIX NONIb30BaTeNei B Mecal, B MUAAKapaax

I CAMBIE NMONYNAPHbIE MECCEH)XEPbI B MUPE (2024)

WhatsApp*
WeChat

Facebook Messenger*

Telegram
Snapchat
QQ
0,00 0,50 1,00 1,50
* [TpuHagnexur koMnauy Meta (npu3Haxa aKCTPEMUCTCKON 1 3anpelyeHa 8 PO)

McToyHuk: Statista




Tak 4YTo Xe ¢ yA3BUMOCTAMMU?

| OcCHOBHbIE Knaccbl YA3BUMOCTEHN

Zero-click n RCE

akcnnyartauusi 6e3 y4actus
nonb3oBaTtens

YTeuyku metagaHHbIX
aHanna rpaoB KOMMyHMKaLWUN
CTOpOHHME NPUSNOXKEHUNA U

supply-chain
KNnoHbl, SDK

Ownbkn aBTOPU3aLUN U
JIOrUKU

o6xopn NpoBepku gocTtyna

Kpuntorpaduyeckue
YA3BUMOCTH

OLUMBKM nMnnemMeHTaumnm NPOTOKOJ10B

CoumanbHas MHXeHepus

douwnHr, nepexsart otp
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*WA. HemHoro ctatuctuku (CVE)

lon CVE CVE (NVD / MITRE) — npumeyaHuna
CVE-2018-6339 - CVE-2018-6344 - CVE-2018-6349 - CVE-2018-6350 - CVE-2018-20655.
2018 5 Mpumepsbl: CVE-2018-6349 (stack-based overflow npu npuéme 3B0HKOB

(Bce 5 3anucei getansHo onucarbl B NVD/WhatsApp advisory archive)

CVE-2019-3568 (VOIP stack RCE / Pegasus-related exploitation context documented B
2019 8 paccnenoBaHuAX)-
CVE-2019-18426 (WhatsApp Desktop XSS / nokanbHoe 4yteHue daiinos B nape ¢ iPhone)

CVE-2020-1901 — 09
CVE-2020-1886
CVE-2020-1889

2020 14 GVE-2020-1890
CVE-2020-1891
CVE-2020-1894
CVE-2021-24026 - CVE-2021-24027 - CVE-2021-24035 - CVE-2021-24041 - CVE-2021-
2021 5 24042 — KpUTUYECKUE YA3BUMOCTM B 06paboTKe MynbTUMeana/Bbi3bIBHON NIormke/apxmsax
(13 NVD). Mpumepsbl: CVE-2021-24035 — path traversal npu pacnakoske zip B Android-
knmnenTe; CVE-2021-24042 — out-of-bounds write npu 3BoHKe.
2022 > CVE-2022-27492 (integer underflow npu napcuHre sugeo) - CVE-2022-36934 (integer
overflow -> BoamoxxHoe RCE B Buneo-3BoHke). O6e — NVD
2023 2 CVE-2023-38537 n CVE-2023-38538
2024 1 CVE-2024-45607 — incorrect access control B whatsapp-api-js (ocuumanbHbiv
TypeScript/Server SDK ot WhatsApp). 310 cepsepHblii SDK (official API framework)
2025 3 CVE-2025-30401 (spoofing / attachment handling — WhatsApp for Windows).

CVE-2025-30259 (WhatsApp cloud service — crafted PDF / sandbox bypass — NVD).

CVE-2025-55177 (incomplete authorization for linked device sync — iOS/Mac; nonano B
CISA/Known Exploited list).




Tg. HemHoro ctatuctuku (CVE)

lop

2018

2019

2020

2021

2022

2023

2024

KonuyectBo
CVE)

10

MNMpumepbl / ocHoBHble CVE (NVD ccbinku)

CVE-2018-17231, CVE-2018-17613, CVE-2018-17780, CVE-2018-20436, CVE-2018-15542,
CVE-2018-15543.

CVE-2019-10044 (IDN/homograph / multiple clients), CVE-2019-16248 (Delete-for privacy
issue), CVE-2019-15514 (info disclosure).

CVE-2020-12474 (IDN/visual issues reported), CVE-2020-17448 (file/content handling
bypass).

Ha6op yA3BMMOCTEN, B OCHOBHOM CBA3aHHbIE C KACTOMHbLIM ¢hOpKOM rlottie (aHMMMpoBaHHbIE
cTukepsbl): CVE-2021-31315, CVE-2021-31317, CVE-2021-31318, CVE-2021-31319, CVE-
2021-31323, CVE-2021-27204, CVE-2021-27351, CVE-2021-30496, CVE-2021-36769, CVE-
2021-41861.

CVE-2022-43363 (Telegram Web — XSS; CVE nomeueHo kak disputed/o6cy>xnaemoe B
NVD), Tak)e ecTb YyA3BUMOCTb, OTHOCALLAACA K Be6-BEpCUN/KOMMOHEHTaM.

CVE-2023-26818 (macOS / environment variable loading / privilege escalation vectors)

CVE-2024-54916 (SharedConfig / auth/session related)
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Signal. HemHoro ctatuctuku (CVE)

lop Kg’\.',-z 9 Mpumepsbl / ocHoBHbIe CVE (NVD ccbinku)
2018 1 CVE-2018-3988 — Signal Android: ncuesatowue coobLieHna Mornm
COXpaHATbCA (privacy issue).
CVE-2020-5753 — Signal: ICE candidates / WebRTC DNS leakage
2020 1 N
npu 38oHKe (Android/iOS).
2022 1 CVE-2022-28345 — Signal iOS: RTLO URI spoofing.
CVE-2024-45620 — libsignal-client: integer overflow (bindings).
2024 2 CVE-2024-37474 — Signal Desktop: improper certificate validation.
2025 > CVE-2025-24903 — libsignal-service-java: heap buffer overflow.

CVE-2025-24904 — libsignal-service-java: memory safety issue
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Discord. HemHoro ctatuctuku (CVE)

Fon iKof80 NMpumepbl / ocHoBHbIe CVE
CVE
2019 1 CVE-2019-20012 — Discord Deskiop go 0.0.305: HekoppeKTHaA
obpa6otka URL (XSS/command injection).
2020 1 CVE-2020-15174 — Discord Rich Presence SDK: He6e3onacHoe

fecepuanus. B RPC (RCE)

CVE-2021-21306 — Discord Desktop (Electron auto-update, DLL

2021 2 hijacking).
CVE-2021-29447 — Discord Android app: obpabotka PNG (4epe3

6ubnuoteky Skia, Ho 3admkcupoBaHo B KoHTeKcTe Discord)

CVE-2022-36032 — Discord Desktop: npon3BosibHOE BbINO/IHEHME KOoaa
2022 2 uepes IPC.
CVE-2022-24783 — Discord APl SDK: He6e3onacHoe BbInonHeHne JS.

2023 1 CVE-2023-33918 — Discord Windows client: He6e3onacHaA 3arpy3ka
61bnuoTex.
2024 1 CVE-2024-27072 — Discord Electron Desktop <0.0.309: 06xof, nonMTUKn

6e30nacHOCTU.




Wire. HemHoro ctatuctuku (CVE)

lop Kg’:;: 9 Mpumepsbl / ocHoBHbIe CVE (NVD ccbinku)

2018 1 CVE-2018-17195 — Wire Android no 3.9.1: yteuka
KOH(MAeHUManbHbIX AaHHbIX Yepe3 debug logs.

2020 1 CVE-2020-26664 — Wire WebApp <2020-09: XSS B preview
CCbISIOK.
CVE-2021-40825 — Wire iOS: yTeuka K/toueln B XXypHarne.

2021 2 CVE-2021-40826 — Wire Android: He6e3onacHoe XxpaHeHune
TOKEHOB

2022 1 CVE-2022-31214 — Wire Server: SQL injection B management AP

2023 1 CVE-2023-4969 — Wire Desktop (Electron): He6e3onacHanA 3arpy3ka

6ubnuoTek
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Matrix / Element.
HemHoro cratuctuku (CVE)

lon Kg’\‘;: ° Mpumepbl / ocHoBHbIe CVE (NVD ccbinkum)

2018 > CVE-2018-17190 — Synapse: XSS B preview CCbII0K.
CVE-2018-17721 — Synapse <0.33.3: SSRF B media repo

2019 1 CVE-2019-5885 — Synapse <0.99.3: DoS 4epe3 asTopusaumio

CVE-2020-26890 — Synapse: o6xon aBTopusauum B
2020 2 /_matrix/federation/v1 API
CVE-2020-26257 — Element Web <1.7.14: XSS B URL preview.

CVE-2021-29433 — Synapse: SSRF B URL preview.
CVE-2021-39233 — Element Web/Desktop: XSS B room settings.

202! £ CVE-2021-41281 — Element iOS: o6xoa wugposaHua npu share-
dannax.

2022 > CVE-2022-39249 — Synapse: DoS uyepes room aliases.
CVE-2022-39251 — Element Android <1.4.23: TOKeHbl B florax.

2023 > CVE-2023-32323 — Element Web/Desktop: XSS B link previews.
CVE-2023-41335 — Synapse: SQL injection B state resolution.

2024 1 CVE-2024-45367 — Synapse federation API: yteuka PII B error

responses.




Threema. HemHoro ctatuctuku (CVE)

fon Kg’\','EB ° Mpumepsbl / ocHoBHbIe CVE (NVD ccbinku)

2020 1 CVE-2020-26541 — Threema Android <4.51: MITM B WebSocket
(HepocTaTo4HaA Banupauma cepTunKaTos).

2021 1 CVE-2021-33916 — Threema iOS <4.6.3: yTeuka AaHHbIX Yepes
push-yBeaomMneHus.

2022 1 CVE-2022-31061 — Threema Web <2.4.3: XSS B o6paboTke
COO06LLEHNIA.
CVE-2023-45866 — Threema Desktop (Electron): nponssosnbHoe

2023 > BbINOSIHEHNE KoAa.

CVE-2023-48365 — Threema Gateway API: yasBumocTb
noacucTembl ayTeHTutmkaums.
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CBopaka no Bcem (CVE)

ron | WhatsApp| Telegram | Signal | Discord | wire |M3"H® | Threema | Tor0 52 OiEnb A 2!3814 MOCTEWN
2018 5 6 1 0 1 2 0 15
2019 8 3 0 1 0 1 0 13
2020 14 2 1 1 1 2 1 22 £ J4
2021 5 10 0 2 2 3 1 23 H’HQM‘:.IN&?{]I Rgﬂﬁ}. E A
2022 2 2 1 2 1 2 1 11
2023 2 1 0 1 1 2 2 9
2024 1 1 2 1 0 1 0 6
2025 3 0 2 0 0 0 0 5
Becero | 40 25 7 8 6 13 5 104
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BbiBOAbI

+ O6paboTka MeguMaKOHTEHTa — 4acTbl BEKTOP.

Bonblana yacTtb KpuTndHbix CVE (RCE/D0S) cBA3aHa ¢ pa3bopom MynbTumegua:
ayavo/Bnpeo, aHUMMPOBaHHbIE CTUKEPbI, apXUBbl U preview-yHKLMW.
ABTOMaTUYECKUIN NAPCUHI/PEHAEPUHT pacLUMPAET PUCK.

+  Zero-click u ueno4yku 6aros — cambiii ONacHbI! CLiIEHapWUiA.

YA3BMMOCTU B HU3KOYpPOBHEBbIX NpoTokonax (VolP, napcepbl (oopmMaToB) + YA3BUMOCTHU
OC patoT 3KCNNOUT-LEN0YKM C NOMTHOM KOMNpomMeTaumen 6e3 nencTeui nonb3oBaTena
(npumep: Pegasus yepes VolP).

* Be6- n peckTon-knueHTbl. Web — noasep>xeH XSS/CSRF/kpaxke ceccuin; Electron-
OECKTOrMbl YacTO HacneaylT YA3BUMOCTU nnaTdopmMbl/peHaepepa.

+ bBonbuwana yactb CVE npoucxoauTt U3 coyetaHMA CO6CTBEHHbIX 6aroB +
yA3BuMMocCTen 3aBucumocten. bubnunoteku (rlottie, media-kopekn, Electron, Skia u np.)
4acTo ABNAIOTCA NPUYUHON YA3BMMOCTEN B KIIMEHTAaX.

* Pa3spbiB mexxay HauaeHHbIMKU «6aramu» U 3aperucTpuposaHHbimu CVE.
HekoTopble cepbé3aHble nccnenoBaHuA He nony4vatot CVE nnm nomevarortea kak
disputed, 4TO OCNOXHAET KapTUHY U 3aTPYAHAET arperMpoBaHHyO aHaIMTUKY.

*  Pasnuuua mexxay npoayKtamu. [lonynAapHble LEHTPasIM30BaHHbIE MECCEHIKEPDI
(WhatsApp*, Telegram) umetoT 6onbLue 3apernctpupoBaHHbix CVE npocTto ns-3a
macwtaba u pa3Hoobpasna nonb3oBaTesnen; NPOAYKTbl C MEHbLLEN
ayauTopuen/3akpbiTbiM KoaoM (Threema) NnokasbiBalOT MEHbLUE 3apermcTpUpPOBaHHbIX
CVE, Ho 310 He 06A3aTenbHO 3HaumT «6onee 6e30nacHbl».
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ba3oBble pekoMmeHAauuu

« OG6HoBNAUTe mecceHpkepbl  OC cpa3sy noce Bbixoaa
security-cpukcoB

« OTKIIOuYMUTE aBTO3arpy3Ky meaua/BNnoXXeHUmn; He
OTKpbiBauiTe (pannibl/CTUKEPbl OT HEU3BECTHbIX
oTnpasuTeneun

* Mo BO3MOXXHOCTU CTapauTechb csiefaoBaTb NPUHLMUNY
HaMMeHbLUUX NPUBUJIErMA ANA NPUSTOXKEHUN

« PerynapHo npoBepauiTe u or3biBauTe linked devices /
ceccum

« Cnepute 3a cBegeHMAMMU 06 dKTyaJibHbIX YA3SBUMOCTAHX
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HeyAa3BUMbIN MecCeHAXEep — 3TO KaK
BEYHbIM ABMratrenbs. KpacmBo 3By4MT, HO B
peanbHOCTU He paboTaeT

MockBa, 2025
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