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UTO YCTPAHATH WJIN KAK HE YTOHYTb B
YASBNMOCTAX

IMATPUIA TOMOPKOB

HayanbHUK oTAena KOHTPOnA
3alnWeHHOCTH
A0 Anbda-baHkK




AMUTpPUA TONOPKOB

= Haya/ilbHUK OTAena KOHTpOosiS
3auneHHOoCTH

= CnuMkep M aBTOP Kypca Mo ynpaB/eHu
YA3BUMOCTAMM Ha obydyatwuein nnatdopme
Inseca




I.I.I KOA Ub
e WG MO4veMy Mbl “TOHEM” B ySI3BUMOCTAX?

VULNERABILITY
REPORT

CVE-XXXX-5678 —
CVE-XXXX-5603 —
W CVE-XXXX-4900 —

= C KaxgbiMm rogom pernctpupyercsa BCE
o6onblle CVE

CKaHepbl HaxoAdAT HamMHOro 6onblie, 4Yewm

paHblle .

= CVSS He nomoraeTt BbGpaTb rjaBHOe
Boicokuii CVSS # BbLICOKWIA PUCK.

= KomaHAb He MOHMMAWT C 4Yero HadaTb =
Kakne yAa3BUMOCTM YCTpPaHATb B MeEPBYK i
oyvepenb. :
Backlog pacTéT 6GbicCTpee, 4YeM CKOPOCTb =
ncnpaBneHus - o L
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Bce pyrawTt CVSS

= He yyuTbiBaeT Hanuyme IKCcnaoumTa
= He yyuTbiBaeT LEHHOCTb aKTuBa

= He yuyunTbiBaeT KOHTEKCT
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CVSS Score Range

0-1 ==
1-2

2-3 -
3-4

4-5

5-6

6-7

7-8

8-9
O+

Total

Weighted Average CVSS Score: 7.5

Vulnerabilities

217
49
656
1477
10105
25695
23849
33009
18390
22302
137649

L
2-3 3-4 4-5 56 6-7 7-8 8-9 9-10

Pacnpegenenus KputndHocTn ysassumocten no CVSSv3.1 3a 2022-2025 .




C/SS ##EPSS

COMMON VULNERABILITY xploit Pr ng System
SCORING SYSTEM
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I_I KOA UbBb
_m CMHK no onpeaeneHusim

CISA KEV — 3TO KaTa/nor W3BECTHbIX 3KCMnayaTupyembix
yaspumocteir  (Known Exploited Vulnerabilities),
KOTOpPbLIK Beaetcd AreHTCTBOM Mo Kumbepbe3onacHoOCTU U
3aumte nHopacTpykTypsl (CISA).

EPSS (Exploit Prediction Scoring System) — 3To0
MEeTpPUKa, KoTopas oOTpaxaeT BEPOATHOCTb TOro, 4ToO
KOHKpeTHasa yA3BMMOCTb OyAeT Npo3KcnayaTupoBaHa.

welEPS5S

——0-............ ———————
Exploit Prediction Scoring Sysfem




I_I KO VB

ke il
e WNEIZEAN UTO HaM NMOKa3blBalOT NpPaKTUYECKUe Keic

3anucku undppoBoro peensopa: Tpu Klactepa yrpos B
knbepnpocTpaHcTBe

B ceHTA6pe 2025 KommnaHus
Kaspersky ony6nukoBana
nccnegoBaHuUa No aKTyaslbHbIM
Knbéepyrposam A8 POCCUMNCKUX
BppaHRZAUNPACACTAB/IEHO !

= Kakune TeXHUKW UCNOoNnb3ylT
3/10YMBIWSTEHHUKMN ;

= Kakue ucnonb3ywT
NMHCTPYMEHTHI;

= Kakue yAA3BUMOCTU

X // ABTOPbI




m KO VB

e WSS OKCNyATMPYEMblE YSA3BUMOCTU COM/1acHO
CVE ID BeHaop NpoayKT EPSS CVSSv3 CISA KEV
BDU: 2024- X
1C Bitrix - 9,8 .4
05252 ot
CVE-2012-  |Microso 0,943 ¥
MSCOMCTL . 0CX 8,8 v
0158 ft 1 v
CVE-2017- |Microso 0,943 'V 4 3
Office 7,8 . 4 :
11882 fit 8 V :
CVE-2018- Microso 0,941 -
Office 7,8 - o L
0802 ft 0 o ain nEaR




I_I KO VB

m——
e WSS OKCNyATMPYEMblE YSA3BUMOCTU COM/1acHO

CVE ID BeHpop NMpoAayKT EPSS CVSSv3 CISA KEV

CVE-2021- Microso Qﬁﬁ
0,943 V4
26855 ft Exchange Server 5 9 1 Wy
CVE-2021- Microso v,
0, 345 ,
26857 ft Exchange Server 4 7 8 Q??
CVE-2021- Microso Qﬂﬁ j
0,550 v x
26858 s Exchange Server 6 2 g v ;
/ V
CVE-2021- Microso :~: "

0,943 s =
27065 ft Exchange Server 0 7 8 = samw
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VULNERABILITY REPORT

CVE-XXXX-5678 ——
CVE-XXXX-5603 ——
CVE-XXXX-5678 —
CVE-XXXX-4900 —
CVE-XXXX-7094
CVE-XXXX-6125

ATaKyume IKCnayaTUupywT
cTapble ysa3BMMOCTU, KOTOPbIM ;
>1 ropga

Bonbllas 4YacTb YSI3BUMOCTE
HaxopgAaTcAa B CISA KEV

NmewT BbiCOKMN EPSS




m KOA UB

e BTN nHammka CISA KEV

Kon-BO 3apernctpupoBaHHbIX ya3BumocTten B CISA
KEV no ropam

557
Skl
227
I 192 s I

2021 2022 2023 2024 2025




« ALREADY

EXPLOITED
VULNERABILITIES

CISA KEV

= loKka3biBaeT ¢akT IKchayaTauuu, HO
He npeaynpexgaeT 3apaHee He

= ECTb flar Mexay BbisiBNEHUEM
aKcnnyaTauum u go6aBneHuem B
CMUCOK

= HenpumeHMmMO gna oTteyecTBeHHOro M0




= CobepuTe CNUCOK BCeX
OOHapPYXEHHbIX YA3BMMOCTEN B
BalWen MHPpacTpyKType

= Mpn HeobxoaMMOCTU oboraTuTe
faHHbMM No CISA KEV

= CPoKycupymnTe pecypcobl Ha
YyCTPaHEeHUN 3TUX YA3BUMOCTEI

= He 3abbiBaiiTe cneauTb 3a
TPEHAOBLIMU YA3BUMOCTSAMU AN
NMPOaKTUBHOrO pearvMpoBaHus.

C 4Yyero HadaTb?

VULNERABILITIES




m KO VB

CMNACmbO 3A BHUMAHUE!




