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Немного международной 
статистики

>75%
по кол-ву инцидентов:
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С чем сталкивается бизнес

Рост числа внутренних утечек

По статистике, до 80% инцидентов связаны 
с действиями сотрудников — от случайного 
отправления письма не тому адресату 
до умышленного копирования коммерческой 
тайны.

Удалённая работа 

Пандемия оставила после себя гибридный 
формат, но вместе с ним — новые векторы 
атак: незащищенные домашние сети, 
использование личных устройств, слабый 
контроль доступа.

Нехватка квалифицированных 
специалистов по ИБ 
Многие компании не могут позволить себе 
собственную службу информационной 
безопасности, но при этом несут 
ответственность за утечки.

Требования регуляторов 

ФСТЭК, ФСБ, 152-ФЗ, НПД — всё больше 
нормативов требуют внедрения средств 
контроля, аудита и защиты персональных 
данных



Эгида – новое у нас



Основная 
проблема
Зоопарк решений



Сервисдвухфакторной
аутентификации

Система контроля
привилегированных
пользователей

Как продукты Контура решают 
проблемы в сфере ИБ

Настройкаи управление 
парком ПК в компании

Услугиинформационной
безопасности

Защищенныйдоступ 
к корпоративной сети

Расследованиеинцидентов 
внутренней ИБ



Технологическое 
партнерство 
и совместимости 
из коробки – наш приоритет



Что дальше?



Мы изучим ваши потребности и поможем найти 
подходящее решение для ваших задач 

Контур.Эгида × Staffcop — 
это комплексный подход 
к формированию культуры 
информационной безопасности 
в компании



kontur.ru/lp/staffcop-aegis

Благодарю
за внимание!
Вопросы?
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