Yandex . Cloud

Koo VIb: utor

3awmTta gaHHbix 2025:
OT Yrpo3 — K apXUTEKTYP
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[1aHHbIE —
rmaBHaga Uernb

Tpu KnroyeBble YA3BUMOCTHU

N
Cnabble naponu —
O/ CTtaTu4Hble cekpeThl
aTak LuenaTtca B oonavHble OLmMGKM KOHUIypaunu, OTKpbiBatoLLme (3

XpaHunua (S3) 1 6asbl AaHHbIX NpPAMON OCTyn K 6a3am AaHHbIM Unn S3

+ VlHcangepckue yrpossbl

Ho Obnako obecne4ynBaer
NosIHoe fiormpoBaHne OeENCTBUN

NCTOYHMK: « AHanu3 knbepyrpo3 B 0bnayHbIxX 1 rubpnaHbiX MHPpacTpyKTypax
3a nepsoe nonyroane 2025» https://yandex.cloud/ru/blog/reflected-attacks-h1-2025 2



[ naBHble uenun knbepatak B 2025

PacnpegeneHne atak no otpacnam KnrouyeBble HabnoaeHus
«  SaaS-paspabotumnku (35%)
13% m PazpaboTtka 10 / SaaS
0 — [haBHada uenb ansg atak yepes
eCommerce/Retail HEMOHKY NOCTaBOK
— [lounck cekpeToB ansa nocneayoLmx
159 Obpa3oBaHne/Hayka AT Re KMerRToR
0 - Puteinn (22%)
dunHaHCcoBLIE CEPBUCHI
dPoKyC Ha nepcoHarbHbIX AaHHbIX
N NNaTeXXHon MHPopMaLnn
Npyrie chopmaly
*  O®unHaHcbl & ObpasoBaHne
15% — ATaku c wundppoBaHMeM gaHHbIX

n TpeboBaHMeEM BbIKyMna

— Kpaxa nHrennekrtyanbHOU
COOCTBEHHOCTN

22%

NcTouHuK: « AHanu3 knbepyrpos B obnayHbixX U rubpunaHbix MHppacTpykTypax 3a nepsoe nonyrogue 2025» https://yandex.cloud/ru/blog/reflected-attacks-h1-2025



TOI'l-5 TexHuk atak no MITRE ATT& CK®

[1o yacTtoTe ucnonb3oBaHus (1H2025)

0% 10% 20% 30% 40% 50% 60%

T1078: Valid Accounts

LenctentenbHble y4YETHbIE 3aMnCK)

YC9019: N30bITOYHbIE
npaBa gocTtyna

T1190: YassumocTu
Ny6rnMYHbIX NPUITOXEHNI

T o o I, 58
LLleMOYKM NOCTABOK o'@ 38%
T1199: 3noynoTtpebneHune _ .
NOBEPEHHBLIMU OTHOLLEHUAMMU @ 15%

NcTouHuK: « AHanu3 knbepyrpos B obnayHbixX U rubpunaHbix MHppacTpykTypax 3a nepsoe nonyrogue 2025» https://yandex.cloud/ru/blog/reflected-attacks-h1-2025



CTtatucrtuka 14 1.5 MINH P
10 6e30|'|aCHOCT|/| BHewHunx ayoutos Vb Buinnatel Bug Bounty

bbino 12 bbifio 6 mnH P
camMou nnaTtgopmbl

3a 2024 ron .

cepBucoB Oe30mnacHoOCTH
bbino 10

~130 >1500

1 ) 3 M J-I pﬂ P Uenoeek B Security yacoB Red Team

ObLlee KonmM4yecTBo MHBECTULIUN Bbino 100 Bbino 1500
bbino 820 mnH P




Yandex Cloud yyntbiBaeT TpeboBaHUA MeXayHapoaHbIX
N HaLlMOHAanbHbIX CTAaHOAPTOB

O O
Cloud Security [OCT P PeecTp nporpamMmMHOro
Alliance 57580.1-2017 obecnevyeHus
Security, Trust, Assurance and BesonacHocTb 3anuck B peecTpe
Risk (STAR) no yposHto Level 1 (MHAHCOBBIX OnepaLmit Ne 9286 ot 20.02.2021

152-93, Y3-1 CtaHpapTtbl ISO CtaHpapTtbl PCI GDPR

ATTecTtaT COOTBETCTBUA SO 27001, ISO 27017, PCI DSS v4 Obwmnim pernamMeHT O 3aluTe

110 TpOOBaHMAM 21-10 SO 27018 n ISO 27701, Ans LOZ v obnadbix [aHHbIX B EBponeiickoii 3oHe
npukasa PCTIK ( SO 42001 €= cepsucos, PCI PIN n PCl 3DS



https://reestr.digital.gov.ru/reestr/310636/?sphrase_id=785081

[locTynHble MHCTPYMEHTbI obecneyeHnss 6e3onacHoOCTU

PykoBoacTtBa un ranasol Security Solution Library yrnyoneHHoe odby4yeHue

» CraHgapTt no 3awuTe obnadvHou - [oTOBblE CLeHapun N NpUMeps.I Kypcbl no 6esonacHoOCTuH

nHdpactTpykTypbl Yandex Cloud . Peluenus Ha 6a3e obnayHbIX nnatdopm

«  [IoOKyMeHTauusa 1 Yek-NNCTbl cepBuCcOB obnaka

* BbronneteHn 6e3onacHoOCTU * PeweHnsa ¢ ncnonb3oBaHMEM

CTOPOHHUX CpencTtB 3alLNTHI
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Cloud Trust

[loBepsan obnakam,
HO npoBepsin 6e30MNacHOCTb




LIeHTp aKkcnepTusbl
Cloud Trust

@ [oTOBbIE peLleHns no obnavyHou
besonacHOCTY

@ CooTtBeTcTBUE TPpEOOBAHUAM
be3onacHoOCTH

q KoHcanTuHr no 6e3onacHou murpawum
D LLMAPPOBbLIX NPOAYKTOB




NN n 6besonacHoCTb: 00oaHOE BIUSHUE

i ® @

I1ByCTOpOHHee Pe3ynbTaTt BHeApeHUA [maBHble 00naYHble PUCKK
ABWXXeHue UN-accucteHTa B SOC: (H1 2025)
MTTR | 30%
* HoBble yrposbi: »  ABTOCYMMapusauungd - KomnpomeTtaynsa y4yeTHbIX
W co3naeT yHUKanbHble MHUMOEHTOB 3annceu
BEKTOPbI aTtakK
*  [eHepaumnss KOHTEKCTHbIX » 3noynoTtpebneHne OOCTyNoMm
* HoBble 3aLUThI: nnenbykos
W ycununeaeT 6e3onacHOCTb * Owwnbkm koHUrypaumm

* AHanu3 gaHHbIX SIEM
B pealnlbHOM BPEMEHN



OTBeYy Ha BalLLUX BOMPOCHI
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AnekcaHgp MusepuH,

Information security and Compliance Expert t.me/mizerinas



https://t.me/mizerinas

