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ldeco NGFW
Novum. Penus
HOBOIO NMpPoAyKTa u
ero BrIMssHMe Ha
NTOrM ropa

OMnTpUnmn XomMyToB

Wideco



ldeco cerogH4

20 neT Ha pbIHKE, ThICAYN 3aLUNLLEHHbBIX KOMMaHUIA 1
perynsapHble NPOaYKTOBbIE PeNn3bl — peLleHns ldeco
Cco3falTCsa KOMaHOowW, rae 6onee nonoBrHbI COTpyaHMKoB (150

YyenoBek) COCPeaoTOYEHbl Ha pa3paboTke.

20+ 5500+

neT Ha pblIHKE KOMMaHu nofq

3aWmTon

55% 25000

Wideco

Mbl paCTEM BMECTE C HaLLMMUW KITMEHTaMU,
MacLUTabupyem peLleHns 1 NoaaepPXBaem
6e30MacHOCTb COTEH ThiCAY NONb30BaTENEN

MO BCeWu CTpaHe.

2500+

YY4aCTHUKOB
coobLlecTBa

A

MaXKOPHbIX Penn3a

COTPYOHMKOB aTak 6rIoKMpytoTCH NPOMIYKTa B rof

B R&D eXxeagHeBHO







bnoknpoBKa aTtak Wideco

KomnnekcHoe peweHne iy 3allnTbl KOpﬂOpaTMBHOVI CeTn OT BHEWHUNX U

BHYTPEHHWX Yrpo3, BK/IloYas BPEOOHOCHbIN TpaduK, GULLNHF, S3KCMIONTHI,
HEeCaHKLVIOHNPOBAHHbIN OOCTYM K MPUIOXEHUSM 1 MOMNbITKM 06xona dunbTpauun.
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@ CooTBeTCTBME TPEBOBAHNAM PETYNSTOPOB {B CHUXXeEHMEe prcKa 3apaXeHnst MHOPaCTPYKTYpPb!

3awmTa oT LLIMPOKOIo @) KoHTpoOnb NnoBeOeHns




CerMeHTauus cetn Wideco

PelweHne npegHa3Ha4eHO AJid NOCTPOEeHNA CermMeHTauus cetr No3BongdeT N30JTNPOBATb Pa3/iIN4vyHbIE
yrpaBnsgemMom n 0TKa3oyCTONYNBOWN apPXUTEKTYPbl  MOOCETU U 30HbI, YMEHbLINTb NMOBEPXHOCTb aTakW
C CerMeHTaumen no 30HaM OTBETCTBEHHOCTU N YNPOCTUTb KOHTPOJIb AOCTYMNa, TeéM CaMbIM MOBbILLAA
1N TUNam Tpaduka. 06LLYI0 6e30MacHOCTb 1 YyNpPaBNIeEMOCTb.
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YOoaneHHbIn ooCTYn
C rmbKom NogaepP>XKon NpPoToKoNoB 1 Zero Trust

ObecrneyeHne KOHTPOMMPYEMOro 1 3aLlUNLLEHHOro 4OCTyNa
nosib3oBaTenen K BHyTPEHHNUM pecypcam KOMMaHum 13
BHELWHNX ceTeun. B cooTBeTCTBUM C NpuHUWNOM Zero Trust
MOXeT ncnosnb3oBaTbcd ldeco Client gng pabounx CTaHUMA
nog Windows, macOS v Linux (Bknto4yas Bce
OTeYeCTBEHHbIE ANCTPUBYTUBI).

Wideco

AreHT obecneudrBaeT: MPOBEPKY
nonb3oBaTend (naponb n 2FA), npoBepky
YCTPOUCTBA NPW KaXXaoM NOAKTIOYEHNN U
Ha NPOTSXEHWNN BCEN CECCUWN, KOHTPOSb
YPOBHS 4OCTyMNa Ha OCHOBE
XapaKTePUCTUK paboyen CTaHLUN.

o) [>/< Wireguard : |
(;]‘3 — ?
YOaneHHsbIN Ideco Client ZTNA

COTPYOHUK

LLOCTyn TONbKO AN ayTEHTUDULMPOBAHHbIX $ : YnpouieHHoe

N rMpoBEepPEHHbIX nonb3oBaTenen O aAMNHNCTPUPOBaHNE

> KopnopaTnBHas ceTb

— @ainosble pecypchl

— ba3sbl gaHHbIX

— [punnoxeHns

CHUXEHMe prCKoB
PaCcNPOCTPaHEHNS aTak BHYTPU CETY




LleHTpann3oBaHHbIN KOHTPOJb

LleHTpann3oBaHHbI C60P NHPOPMaLINK
O CeTeBbIX COBbITUAX 1 BeOeHne
CMUCTEMHOro XYpHana c nomoLbto Ideco

Center.

Wideco

ldeco Center — 3TO LeHTpann3oBaHHasa nnatopma ang
yrpasneHns nHppactpykTyponn NGFW. Yxxe cerogHs oHa
obecneymBaeT KOHTPOSb NOfb30BaTeNEN, NONUTUK N COBLITUN
Ha BCEeX MOOKMOYEHHbIX Y3/ax.
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ldeco NGFW Novum — oCHOBHble ¢paKThbl Wideco

g '

MonHodpyHKUMOHaNbHbIN NGFW: h )
DPI, IPS, WAF, VPN, ZTNA, AV, SSL-1Hcrekums, lpou3BoAUTENBHOCTL YPOBHS AAPa ceTy:
0o 200 Iréut/c, po 1 mnH TCP-ceccuin/cek
L KOHTEHT-QUNbTpaLns )L )
— BUpTyanbHble KOHTEKCTbL: ) NMoppepikkKa KjlacTepos: B
‘f’ BupTyanbHble NGFW Ha ogHOM cepBepe unu )@( active-passive kiactepuzaums BUpTYyanbHbIX
VM c pasfneneHmem pecypcos )L KOHTEKCTOB MeXay HogamMu )
L2-MOCT: HTerpauusa 6e3 nepecTponkuy ceTu, @ N'mbkasa ceteBass PyHKLLMOHAJIbBHOCTb:
BbICTPbIV CTapT angd nunotos, NetFlow akcnopT LACP, IPsec, OSPF, BGP, PBR, GRE-TyHHENM 1 Op.
OTKPbITaR MHTETPALUS: ) 100 000 npasun gna 500 000 )
SIEM, AD/ALD, RADIUS, 2FA, ICAP, SNMP nosib3oBaTeneun: C?OTBeTCTBme TpeboBaHNAM
L J L KPYMHbIX OpraHm3aumi )
e R . =) Nospauwan patora ¢ oagow
] (ﬁ\. 1010 000 yCTPONCTS XKYPHanbl Mogynemn ¢ 3KkCnopToM Yyepes syslog




BupTyanbHble KoHTeKCTb! (VCE) Wideco

v DKOHOMWS N KOHCONMAALUKUS — HECKONbKO BUPTYanbHbiX NGFW Ha ogHOM yCTpOMCTBE BMECTO MHOXECTBA
OTOESbHbIX PELUEHN.

v" TBKOCTb 1 KOHTPOJb — HE3ABUCUMbIE MONMNTUKM 1N PECYPCHI A1 KaXKA0ro CErMeHTa Npw LLEHTPaIM30BaHHOM
yrnpaBneHuu.

v Be3onacHOCTb 1 NPOM3BOANTENBHOCTb — CTPOras U30naLUus KOHTYPOB 1 ONTUMarbHOE pacnpeneneHmne
PEeCypCoB Aaxe npu NKOBbIX Harpy3Kax.

Management plane YnpasneHue: KOoHPUrypauus | normpoBaHne | OTYETHI

dunbtpauus: IPS | aHTn-supyc | DNS | ...
Data plane Monutukn: App-ID | User-ID | kaTeropum URL | GeolP | SSL/IPSec | ... -

CeTeBble dyHKUUM: Routing | NAT | ...




CeTeBas PyHKLMNOHANbHOCTb Wideco

v BeclUoBHas MHTerpauus — Npo3paYHblini MOCT L2 n nogaoep>kka AMHaMUYeCKon MapLipyTu3aumm
No3BONSAOT BHeApPsaTb Novum 6e3 N3MeHEeHNN B CYLLECTBYIOLLEN CETH.

v" Hapgé>XHOCTb 1 OTKa30yCTONYMBOCTb — 6BanaHCUPOBKa, pPe3epBnpPOBaHnE 1 aBToMaTndeckume IPsec/GRE-
TYHHENN rapaHTUPYIOT CTabunbHOCTb PaboTbl CEPBUCOB.

v" MMpo3payHocTb 1 KOHTPOb — NetFlow n SNMP ob6ecneunBatoT NONHOE HabMoaeHME N ONTUMNIALINIO
ceTeBon MHPPACTPYKTYPbI.

B

[lonb3oBaTenb ldeco NGFW MapLupyTr3aTop VHTepHeT
Novum

(L2 mocT)
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ldeco Client Wideco

. Wireguard
v KopnopaTunBHbIN ypOBEHb [ Monb3oBaTens | 7
yaanéHHoro pocTtyna - 2FA, 4 SSL VPN (
SSO 11 COBCTBEHHBIN KIMEHT. yam—r Byxrantepus ]
v’ Zero Trust KOHTPONb — 0OCTYN [ ByxranTtep
TOMbKO [LOBEPEHHDBIM S
MONb30BATENSM U [ ,\
YCTPOWCTBaM. . ) TepMUHanbHbIN
v' CTa6UNbHOCTb M NPOCTOTA — [ SRS T ey e
aBTOOHGHOBNEHNS, Ceccum
6anaHcuposka VPN u split HesepHbiit HIP [ [Monb3oBaTenb ]]]
tunneling. - e <
[ [Tonb3oBaTenb ) / \ /
CoobLeHuve:

«ObpatuTtech B
cannopT»



O6naydyHasa 3awmta DNS Wideco

O6nayHag 3almTa oT Knbepyrpo3 Ha ypoBHe DNS
v PaHHas 6110kMpoBKa Yrpo3 Ha ypoBHe DNS.
v Al-aHanus n obnayHasa kateropmsauma Tpadpuka.

v KomnnekcHas 3awmTta oT Botnet, Phishing, Malware n DNS-TyHHENnnpoBaHuS.

MpoBepPEHHbIV

[I‘IonbsoBaTenb] e > ldeco NGFW PR =ﬂ e f DNS cepBe J
) Novum L DNS Cloud ) i\ PBEP




HoBbin cTeK — HOBas CKOPOCTb wideco

MexceTteBou 3kpaH (TCP, HTTP, 64 KB) MexxceTteBou akpaH (UDP 1518)

Firewall reur/c Firewall réwnt/c

12 000 000 Makc. kon-Bo napannenbHbix TCP-ceccui
320 000 Makc. Kkon-Bo HoBbIX TCP-ceccun B cekyHay

< ldeco NGFW Novum?* >

*PesynbTaTbl Nony4veHbl Ha ldeco EX



ldeco NGFW Novum y peanbHbIX 3aKa34nUKOB

’ AKTUBHbIN CTapT

1654 3arpy3Kku, U3 H1UX 756 KOMMaHuin
NPUCTYNWUNKN K TECTUPOBAHWUIO HaLLEro HOBOIro
peLleHus.

‘ KpynHble 3aka3uynku

@8 KpYnHbIX OpraHn3aumnmy ¢ YNCNEHHOCTbO o 10
00O nonb3oBaTenemn TakxKe NPoBOaAAT
TEeCTUPOBaHWME.

’ OCHOBHOWM CermMeHT

Bonee 650 koMnaHMK ¢ MHGPACTPYKTYPOU 00
300-500 nonb3oBaTenen akTMBHO Y4aCTBYIOT B
NUIoTax.

‘ LLinpoknn oxeaTt oTpacneun

[TMNoTbl OXBaTbIBaOT NPON3BOACTBO (29%),
Toprosnio (9,4%), 3gpaBooxpaHeHmne (6,4%),
aHepreTuky (6,1%), ctpoutenscTBo (5,2%) n
MHOruve gpyrue coepbl.



Ha 3aluTe Balunx
LeHHocTeun!

8 800 5553340
expert@ideco.ru
ideco.ru

ideco




