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Tunnoeaa cxema DDoS-aTtaku RED SECURITY
N OCHOBHbIE BEKTOpPA
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RED SECURITY

DDoS mo)eT nompkmnaaTtb HacC
Ha IIoO60OM CTbIKE C MUHTEPHETOM

BHewHme Beb-canTbl KOMAAHUN landing, e-commerce, selfcare, webSSO
NHppacTpyKTypHbIE CEPBUCHI HA NEPUMETPE DNS, e-mail smart host, MX, OWA, mobile e-mail
Cuctembl yoanéHHowm paboThl VPN, VDI, MFA, task trackers

NHTerpaunm c nogpsgyimkammn n M2M-B3anmogencTeus Yepes NHTEPHET IP-IP direct, GRE, VPN

C3W BHelwHero nepumeTpa WAF, Antibot, NGFW, VPN

To4kuM BbIXOOa B MHTEPHET NOMb30BaTENEN U CEPBEPOB NAT 1-1, NAT-pool, proxy

Pecypcbl kKomnaHum B obnakax Cloud-nposanaepoB



3awmTta ot DD0oS RED SECURITY
Ha ceTn MHTEepHEeT-Nposavigepa
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3a|_|_l.|/|Ta Web-pecprOB oT DDOS RED SECURITY
yepes MISSP

Anti-DDoS Load Web-servers
Balancer

Tpaduk knneHTa
K Beb-cepBepy

TOYKM BO3MOXXHOM
ycTaHoBkn NGFW

Policy Orchestrator

CUHXPOHU3aLNA NONUTUK
6e3onacHoCcTuU

30HA MPUMEHEHNA NOTPAHNYHOTIO NGFW



3a|_|_l.|/|Ta Web-pecprOB oT DDOS RED SECURITY
yepe3 pa3Hbix MSSP

Cloud WAF MSSP1
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ToDo

o Pa3nenutb cerMeHTbl Mo HanpaBreHusm Tpadumka
* MX wu Smart host
« VPN S2S n VPN RA

«  CepBepbl B DMZ 1 TOYKM BbIXxO4a B MHTEPHET
(NAT pool, proxy)

¢ ABTOpUTaTUBHbLIN N peKypcuBHbIN DNS

o OpraHn3oBaTh MHULMAaLMIO NOOKTHOYEeHNS
DMZ-cepBepoB B UHTEPHET Yepes NpoKcu-cepeep

o CuHxpoHusnposaTb npasuna ACL NGFW
N LLEHTPA OYUCTKU

RED SECURITY

Ncnonb3oBaTb pasHble NGFW Ha CTbike
C UHTepHeTOM 1 BHyTpeHHne NGFW

Pa3smecTntb niokasnbHbIA LLEHTP OYUCTKU
B cBoeM LIO[ c BoamoxHocTblo cloud signaling
C LIeHTPOM O4YUCTKN ISP

[Mpn nogkntoyYeHnn K Heckosbknum ISP npunobpeTtaTtb
cepsuc Anti-DDoS y kaxgoro, nMdo 6bITb rOTOBbIMU
onepaTUBHO OTKNIOYaTb KaHanbl 6€3 3awnTbl oT DDOS

[Mpu npnobpeTteHnn obnayHbix cepsncos WAF
nnbo Antibot, nonyynTe noaTBEPXOEHNE
oT MSSP 006 ux 3awute ot DD0oS



