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KOMMaHun coobLunm o B3rnomax cesomx NN -
CUCTEM M YTEYKY NEPCOHASTbHbIX JaHHbIX 3a
nocrnegHun roa
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KOMMaHum cumTtarot cson N-mopenu Kputmudeckm
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CTOJIKHYSTUCb C MHUMAEHTamMu 6e30nacHOCTH,
cBa3aHHbIMK ¢ N, B Te4eHne nocneagHero
roga
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y>Ke CTarkvBanuch ¢ MHUMOEHTaMW
6e3onacHOCT NN yTedkamm

41% KOH(PUOEHUMANbHbIX OaHHbIX NPU
pabote c Al/ML

Gartner

cpeav Hanbonee YacTbix Npobnem:
— MoAgMEHa Unun oTpaeneHne obyyaroLwmx AaHHbIX
(data poisoning attacks) — no 30%

— HEKOPPEKTHOE UCIOJIb30BaHME NPUBATHbIX AaHHbIX
KIMMMEeHTOB B AaTtaceTtax

— YTEeYKM nHdopMauumn Yyepes mogesb unm e€ API

KTO UrHopupyet 6esonacHoctb VW, puckyet

CTOIMKHYTbCS HE TOMbKO C KNbepyrposamu, HO U
C penyTauMOHHLIMN U IOPUONHECKUMU >
nocneacTBUSAMmn

Gartner




INFERA Al Firewall

CHCTEMA 3alMTHI JJI1 MOHUTOPUHTA, QUIBTpAllUd U
KOHTPOJIS 3aIIPOCOB M OTBETOB, 00padaThIBa€MbIX A'N

N -monensimu (LLM, ML API, reneparuBubiii 1)

uHTerpanys yepe3 API 2
— YCTaHaBIMnBaeTCA Mexay rnpunoxeHmnem n Mogesribio \ i

aHAJIN3 3aIPOCOB B peajlbHOM BpEMEHU 1 E

— aHanuaupyer BCe 3amnpochl, HaXOAWT B HUX KOHMMAEHUMATbHbIE N
NnepcoHarbHble JaHHble, K KOTOPbIM MONb30BaTelNb He JOMKEH UMETb

LOCTY

=TT\
MU -nonxon -

— LLM BHyTpn INFERA Al.Firewall pacrno3HaeT croxHble natTepHb! U
OTbICKMBAET CIOXHble B3aMOCBA3U
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— BesonacHoe u KOHTpOnmpyemoe ncnosjib3oBaHme NMCKYCCTBEHHOIo

MHTENNEeKTa B nNpoayKrax n cepBmucax {
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— €CJ11 B pegdysibrate Bblaa4n Moaesin 6y,u,eT npucyTcTBOBaTb 1%

koHMAEHUManbHas MHopMaLIMS, To OHa ByaeT MackupoBaHa N JOCTYE
K 3anpocy byaer 3anpeLieH =




INFERA Al.Firewall. Cxema paGoThbI IN ER’A}

SECURITY

1. 3anpoc ot nonb3oBaTens NpoxoauT Yepes JNaHHBIE KOMITAHHUH

INFERA Al.Firewall
0oby4eHne Ha BCeX JaHHbIX KOMNaHuu,

2. cuncrtema aHanmsnpyert un Cbl/lﬂpryeT €ero, BKIoYas KOH@Mﬂ,eHU,Vlaﬂbele
MacCKupys KOHCbM[J,eHLI,MGJ-leyl'O

nHdopmaumio, 6rnokMpyst onacHble Unm

3anpeléHHble faHHble BHyTpeHusist
3. 3anpoc nepegaerca LLM Ttoneko nocne

MPOXOXAEHUS BCEX MPOBEPOK ! Buaemnss
4.  oreeT LLM Takke NpoxoauT NpoBepKy nepen é LLM moaeab

OTNPaBKOW NONb3oBaTENto 3allpeT AO0CTyI1a
«Bbl He UmeeTe gocTyn K JaHHOW MHopMaLuuu,

obparutecb K aAMMHUCTPATOPY» U
OTBCT C MACKHUPOBAHHBIMU

JaAHHBIMHA OaHHble 0 NpaBax

pocTtyna F\\

5. Bce aTanbl OUKCUpYLOTCS B ayauT-nore

«KnueHT [Knuent_1] (nacnopt [JokymeHT 1])
3anpalunBaeT KpeauTHY0 UCTOPUIO MO CHETY

[CueT_1]» IN{ERA]

SECURITY
) CUCTEMbI YHéTa U
g yrpaBneHns JoCTynom
c(hopMupoBaHHbIM prompt ] (AD, keylock,...)
«Bblan (oMHaHCOBbIE aHHble (

IIOJIB30BATEIh MeaHnoBa UN.A.»




YTeuka nanHbix B LLM n nnipumep MacKupoBaHus

KaKOU OTBET MOYKET
MOy YU Th TIOJIb30BATENb
LLM

Knuent UBaHoB WU.WU., nacnopt
1234 567896, BbigaH YBO 1.
MockBbl, 3anpawBaer
KPeAUTHYHO UCTOPUIO NO CUHETY
Ne 40702810123450000123

OTBET NIPH ‘
MacCKHUpPOBaHUHU . i

JTAHHBIX

KnueHt [Knuent_15], {nacnopr
[AokymeHT_12_15]}
3anpawmBaeT KpeauTHYo
nctopuio no cyetry [Cuer_1]

MaumneHT MNetpoB A.B. , nonuc
OMC Ne1234567890123456, c
anarHosom J45.0 HyxkgaeTcs B
KOHCYynbTaumm

MauweHT [MNayment_103], {nonuc
OMC [Monmc 103_02]}, ¢
anarHosom [[duarHos 1]
HYy)XX[aeTcsa B KOHCYnbTauum

JTorvH: admin@company.ru
Maponk: P@ssw01rd123

Cepeep: 192.168.1.1

[locTyn K penosntapuio:
https://githab.com/company/project

JNMoruuH: [Email_178]

Mapone: [[Maponb_178]

Cepsep: [IP_45]

Hoctyn k penoautapuio: [URL 7]
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KaKHUC TAHHBIC ITOAJICKAT MACKUPOBAHHUTO

nnyHble aadHble (MAOH)
— ®NO0

— [Jata poxaeHusi

— npodpeccus

— TenedoH

— noyta

— apjpec

KOHoMAeHUmansHas
NHdopMaums

— [aHHble O KIIMeHTax u
nocTaBLLMKaX

— VMHdOopMaLus o 3apnnartax u
BGoHycax

— YYeTHble 3anucu

AOKYMEHTBbI
— nacnopt

— WHH

— Homep OMC

— Homep MNPP

— HOMEp cYeTa cTpaxoBarens
— nacnopt TC

— [aHHble No HeABMXMMOCTU

ouHaHcoBas MHGoOpMaL S

HoMep 6aHKOBCKOW KapThl
cpok gencteus n CVV/CVC
cyet B B6aHke
SWIFT/BIC-koapl
nHopmMauus o
TpaH3aKumsx

Aoxonbl, 3af0/MKEeHHOCTN,
HasnoroBble CBeLEHUS
HOMep Aoroeopa

CYMMbl Ha cyeTe

MeOWLMHCKME JaHHble

AnarHo3

pesynbTaTtbl UCCreaoBaHum
Homep OMC n IMC
3aKItoMEeHNs Bpaven
Ha3Ha4YeHus1, HazHa4YeHus
rfieYyeHunst U cxeMbl Tepanum
AaHHble O NCUXNYECKOM
300poBbe

doakT HanMuus
WHBaNMAHOCT M



INFERA Al.Firewall. Bo3aMmoxxHOCTH penieHus

— MaCKMpOBaHNE OaHHbIX

— ynpasrieHne 4ocTyrnoMm K AaHHbIM, BblgaBaemMbiM oT LLM mogenu
AN pasrpaHmnyeHmnst 4OCTyna nonb3oBartenen K tHdopmaumm Ha

OCHOBe€ npaswusl A0CTYyMa K nX VICTO‘-IHVIKy/TVII'Iy OaHHbIX

— nHTerpaumna ¢ LLM no npuHumny proxy

— HaCTpomnKa Yepes KOHUrypaunoHHbIe dpansibl: Nosib3oBaTeNy,
npaea, nHterpaums ¢ AD/ALD, gencreus npu BbiiBNEHUMN

HeOOoCTynHOro doanna

— aBTOMAaTMYECKOE BbISIBNIEHME KPUTUYECKON MHAOpMaLIM B

MaccuBe AaHHbIX
— rnbkas HacTporika NapameTpPoB MacKMpOBaHMS

— aBToMaTU4ECKNA aHanu3 CTPYKTYpPbl OTBETOB

— 3aMeHa nepCcoHaribHbIX AaHHbIX U ‘—IyBCTBl/ITeJ'IbHOVI I/IHCbOpMaLI,I/IVI

BHYTpU coobLieHns

— COXpaHeHne opMaToB 1 CTPYKTYpPbl AaHHbIX, @ Takke obpaTHom

3aMeHbl
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VHUKAJbHBIE CBOUCTBA

NMHTEerpaumsi ¢ obnayvyHbIMM 1 YactHbiMu LLM
MOZENSMU 1 areHTamm

aBTOMaTU4ecKoe ornpeaeneHne TMnos
MHdOopMaLnm

BO3MOXXHOCTb OOy4YEHNS Ha JOKYMEHTax
opraHv3aumm

pa3nn4yHble PeXMMbl pearmpoBaHns —
MacKMpoBaHWe Unuv 3anpeTt goctyna

BO3MOXXHOCTb NOfy4eHums MHopMaLumm o npaBax
A0CTyna ¢ pacnpoCTpaHEHHbIMN CUCTEMaMMU
XpaHeHust tHpopmaumm (Confluence, Wiki n

apyruve)

BO3MOXHOCTb 3aLMTbl COBCTBEHHBLIX ONn-Premise
LLM mogenen ot yrpos yTeuku nHdopmMainm



3aKOHOAATEIbHEIC TPEOOBAHUS 10 UCIIOJIb30BaHuI0 NI IN ER’A}

SECURITY

— B YCIOBUAX aKTUBHOIO BHeapeHus VN B Kpntnyecku 3aKOHOJAaTeIbHbIC MTHUIIMATUBBI 1 PEKOM EHIAIIU
BaXkHble cdrepbl (baHKn, dUHAHCbI, 3apaBoOOXpaHeEHME,
FOCCEKTOP) pacTET BHUMaHNE perynsatopos — [NpoekT ot LU P®: pekomeHgaumm no ynpasreHnto

NN-mopensmm B BaHKax
— BasoBble TpeboBaHNA K BE30NACHOCTN, STUKE U

ycronumsocTu mogenen N ctaHoBATCA obsi3aTenbHbIMU — FOCT P ICO/MAK 23894-2023: npuHUmnbl NA-aTuku
N ynpaeneHnsa puckamm

- —b nn NOCT «O06 NN» B PO — B paspaboTke
LleHTpanbHbIn 6aHK PO roToBUT NpoeKT i ¢ > Pt
pekomMeHaaunn ansa doMHaHCOBOro cekTopa no
besonacHomy uncrnosnb3oBaHuo N

— MexayHapoaHble aHanoru: Al Act (EC), NIST Al RMF
(CLLA), ISO/IEC 42001

3ammTa Ha 4x nramnax u ooecrneueHue 0e30IMacHOCTH

— MpW Noaroroeke gaHHbIX

— npw paspaboTke mogenm HOBBIM CTaHAAPT 110 3ammure M

el 1017 o6yqu|/|M N TECTUPOBAHNN MOAESIN (717 . HanMwmTe Ham, 1 Mbl npuLiiem

aKTyarnbHYK BEPCUI0 JOKYMEHTa
— Npv PYHKUNOHUpOBaHuM mogenu A b/ y P s



oe3omacHoCTh BcTpoeHHas B JIHK

crracu00 3a BHUMAaHUE

www.InfEraSecurity.ru

N e
res.: +7 915 234 9900

nouta: info@InfEraSecurity.ru
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