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HOBast Jpa nHPOPMAIMOHHON 0€30IaCHOCTH ' SECURLITY

BKCIIEPTU3A JIFOJAEU CUJILHEE e ropt BUpIOKos B
«B03paCTa KOMIIAHUWN» - eHepanbHbI anpekTtop InfEra Securityf] ek

15+ ner B UB

( Hawa komanoa — smo He cmapman Oe3 onvima - ex-pykoBoautenb Kubepxaba « CKkOnKoBO»
2mo KOHCO]ZU@CZL;M}Z JYHUMUX NPAKNMUK, KOnopble Mbl
oecamuiemusimu Ommadueaiu 6 KDYNHblLX Ub-
KOMNAaHUuAx, npoexkmax o1 coccmpyKkmyp u

KOpnopayui.

aBTop craten ana segywmnx CMW, cnnkep n
mMoaepaTop KpynHenwmx b-koHdepeHumi

ambaccapgop knyba pes3naeHToB
«Knbepgomay, uneH knyba KYBUAT

peann3oBbIBas roCyAapCTBEHHbIE NPOEKThI MO
B, pykoBoaun otaenamm TEXHNYECKOM
3aWmTbl 1 MB-KOHCaNTUHIOM B BEQYLLMX

Hawu xnouesvie sxcnepmul 15+ nem pewarom KOMMaHMsIX

peanvuble Ub-keticbl — om 3aujumol KpYnHeuuux
Komnanuii Poccuu 0o passumus Ub-npoodyxmos u
UDB-nanpasnenuu 8 8e0yujux uHmezpamopax u

B8EeHOOPAX. ))

BonbLo onbIT nonyvyeHnsa nuueHsnn PCTIK
n ®CB, 3HaHVe 3akoHoaaTenscTea U
HopMaTuBHbIX AokymeHToB PCTIK Poccun,
®CBb Poccuun, MnHumdpsbl
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0€301aCHOCTh BCTPOCHHAS, & HE NMIPUKPYUYEHHAsI

SECURITY

nimaeM U-monenu u OusHec-I1aHHBIE

‘G INFERA AlSafeCode & INFERA Al Firewall

BCTPOEHHbIN AI.SECURITY ATEHT B 3ALIUTA UHA-MOJIEJIEN 1 UX
MIPOLIECCHI PA3PABOTKHU BE30TIACHOE UCTIOJIb30BAHUE

pelleHne ans 3awmTbl 1 6e3onacHoro ncnonb3osaHunsa LLM-
Mogenen, BKYasa KOHTPOSb AOCTYNa U 3alumTy
KOH(bMaeHUManbHbIX AaHHbIX, UNLTPaL M0 BPEAOHOCHbIX
3anpocos 1 ayauT B3aumogencTeus ¢ A

NWN-nnatdopma ana Nb-aHanmMsa ncxogHoro Koga ¢ Lerbio

oBHapy>XeHWsi ya3BMMOCTEN U aHOMarun B pexxume pearibHOro
BpemeHun, BHeapeHna noaxopa Security by Design B R&D, B
npoueccbl pa3paboTtkm MO 1 ncnonb3oBaHWs open-source

KOMMOHEHTOB
KOHCAJITUHI" U YCIIYTH TEXHUYECKA S [TOJJTEPXKKA
NnoaroToBKa AOKyMeHTauum n BHegpeHue npouecca DevSecOps, — CTaHpapTHasa 8xd

onpeaeneHme MeTpuK, HacTponka n nHTerpauns DevSecOps MHCTPYMEHTOB,

: — pacwupeHHaqa 24x7
HacTponka Security Gates, pazpaboTka ctpaTternm 3awmtbl LLM
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NWN-nnatpopma ana Nb-aHanusa ncxogHoro Kkoga c
Lenblo OOHapYKeHNS yA3BUMOCTEN 1 aHOMarun B
pexmme peanbHOro BpeMeHU, BHEAPEHUS noaxona
Security by Design B R&D, B npouecchl pa3paboTtku N0
N UCMOSb30BaHMSA OPEN-SoUrce KOMMOHEHTOB



[Touemy HyxeH DevSecOps? IN ER’A}

SECURITY

KNaccu4eckui noaxon 6e3onacHoCTM He paboTaer B TOIBKO aBTOMaTmaL’-”%” Shift Left Security .
SRS STy DO MO3BOMSIOT KOMaH4aM 6e30MacHo BbiNycKaThb

B BbICOKOM TeEMINe

BPEMEHN YXOOUT Ha PYYHYIO NPOBEPKY K 2027T. yBENUYNTCA KOSIMYECTBO KOMaHA
0 ysizBumocTen n 6aros 6e3 DevSecOps 0 R&D, ncnonbe3aytownx N1
70% y 6Ge30nacHMKOB 1 pa3paboTynKoB 12 40%

Gartner

GitLab DevSecOps Survey

pa3paboTuYMKOB OTMEeYatoT POCT YMcna AedpekTos MO, nonasLunx B MPOKSEEHEIEE

o ~ ~ 6 Bbl3BaHbl OTCYTCTBUEM KOHTPOJIA 34a
67 A) YA3BUMOCTEN B MO 3a nocnegHnn ron 25% K())lgg)rl{/l CreHepMpOBZHH bIM U X
GitLab Global DevSecOps Report 2024

Gartner

- D
CISO npu3HaroT, 4o TekyLune npouecch! FOCT P 56939-2024, GDPR, ISO 27001, PCI DSS
76% BesonacHocTn He ycnesatoT 3a DevOps-
0 LULnElb ) ) e TEle eA. Cltitalnondnls a iy < Bce TpeOytoT, UTobbl HeszonacHoCTs Obina BCTpoeHa B >
Cortnor Research npoliecc paspaboTkn, a He AobaBnsAnace NOCTAKTYM




INFERA Al.SafeCode

AHAJIM3 KOJ4 B pCaJIbHOM BPCMCHU

— INFERA Al.SafeCode aHanuaupyeT kop,
nporpamMmbl Ha HannuMe ysa3BuMOCTEN B
npouecce ero HanucaHus paspaboTynkom

— B TOM 4MCre OCYyLLECTBNSETCA NpoBepka koaa
open-source KOMMOHEHTOB Nnepea nx
ncnonb3oBaHMem B oTHolleHuu MO,
nocrtaesnsgemMoro Ha oobekTbl KU

N -omxon

— LLM pacnosHaeT cnoXxHble naTtrepHbl U
npegnaraeT BapuaHTbl UCNpaBieHNs

IUPOKas MOIIECPHKKA SA3bIKOB
IIPOrpamMMHUP OBAHU S

Python, Java, JavaScript, C++, C#, Typescript, SQL,
C, Go, PHP u gpyrux

IN|ERA,

SECURITY

&« o O [Vaen pa3apaboTku paciumpeHusn) test 8 10N B
6o test.go 9+ X P testpy 2 I
co test.go > ) main

1 package main CTeR
2 -
3 import "os/exec" e
4 - ~
5 fund YA3BMMOCTb: MHBbeKuMA komaHp 0C
6 Onucanue: B faHHOM MeCTe NONb30BATENbCKWH BBOA HAnNpAMyW MCNONbL3YeTCA [ANA BLINONHEHWA KOMaHAs 06onoYkw,
7 4YTO NO3BONAET 3NOYMLILNEHHUKY BbLINOMHUTL MPOM3BONbLHLIA KO HA CepBepe.
8 PexomeHpauuu: WCnonb3ynTe XECTKO 3afiaHHbie KOMaHAbl WNU BLINONHUTE CTPOryWw NPOBEpPKY NONbL30BATENLCKOro
9 BBOAA3, 4TOOB rapaHTUpOBaTh, 4TO Nepefasaemsie faHHbe Oe3onackHsi (HanpuMep, C NOMOWbLI QYHKLUW BanuOALWK
10 BXOAHLIX AAHHBIX MW GMONMOTEKH AnA Ge30nacHOro BeINONHEHWA Komaup). AL Analyzer
11 < .
o test.go(17, 2): Related information
13 package exec ("os/exec")
14 exec on pkg.go.d
exec on pkg.go.dev
15 =
16 MpocMoTpets npodneMy (LF8) BoicTpoe ucnpasnenue... (4#¥7) Wcenpasuth ¢ noMousio Copilot (3€1)
17 —n : e %) g
18
19 // Vulnerable
20 userInputl := "cat" // value supplied by user input
21 userInput2 := "/etc/passwd" // value supplied by user input
22 out, = exec.Command(userInputl, userInput2)
23
24 % out2, _ = exec.Command(userInputl, userInput2)
25
26 )}
p——— T —



INFERA Al.SafeCode

MOMCK YSI3BUMOCTEH B runtime pexume

B npouecce HannmcaHn4a Kkoaa

uHTerpanus ¢ IDE

— YCTaHOBKa nnarnHa 3aHnmMaeT CHUTaHHbIE MUHY TbI

— BecLIOBHO BCTpamMBaeTca B NpoLecc paspaboTkm 1
nogaepXXmBaet pacnpoctpaHeéHHble IDE

©o main.go 6 main.java 3 X % main.py JS main.js

main.java

// Get username from parameters

ot

String username = request.getParameter('username");
// Create a statement from database connection

Statement statement = connection.createStatement();

B W N

// Create unsafe query by concatenating user defined data with query string

String query = "SELECT secret FROM Users WHERE (username = '" + username + "' AND NOT role = 'admin')";
>

3

6

7 555 [CRITICAL]

8 YA3BMMOCTb: SQL-MHbEKUHUA

9

NPOM3BONbHLIA SQL~KOQ M MONy4aTh HECAHKLUOHMPOBAHHLIM OOCTYN K AAHHLIM.

NoNL30BaTEeNbLCKOro BBOAA HENOCPEACTBEHHO B 3anpocki. Al Analyzer

main.java(6, 1): Related information

MpocMotpets npobnemy (XF8) BeicTpoe ucnpasnexue... (¥.) WcnpasuTbh ¢ nomousto Copilot (3£1)

Onucauue: Wcnonb3oBaHWe KOHKATEHauuW NONb30BaTENbLCKMX AaHHbX B SQL-3anpoce no3BONser 3N0yMLWNEHHUKY BHEAPATh

PexomeHpaumu: Mcnonb30BaTh NOArOTOBNEHHbe BhipaxeHns (PreparedStatement) wnm ORM, 4Tobw M3bexaTb BHEOpeHHS

IN|ERA,

SECURITY

OICP>KUBAEMBbIE IJIaT(POPMBI

— LPT cepBep pabotaer Ha Linux

— KnuneHT-cepBepHasa Moaenb

LLM-unTerpanus

BO3MOXXHOCTb pasMeLLiEHNS B OTKPbITOM obnake n B on-
premise

pe3yibTaT

— ©esonacHbIN Kop, yxKe Ha aTane paspaboTkm — HUKaKUX
CIOPMNPU30B Ha CTagum TECTUPOBAHUS U SKCNyaTaumm

— Be3onacHbln kog 6e3 3amenneHns penn3os

— Bbinyck N0 gna KUU B cooTBeTCTBUM C TpeboBaHUAMMU
perynsaTtopoBs
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SECURITY

HOI[XOIL Ha OCHOBC I/II/I BKJIIFOYACT: £ test.txt 6o test.go & testpy 3 X > v [D:‘
@ test.py > ) get_user_data
< 1 t sqlite3 C . ——
—  KOHTPOIb YI3BMMOCTEN Ha OCHOBE aHanu3a CXOAHOo ) s wiieeia
3 def get user data(user_id):
Gl 4 conn = sglite3.connect("users.db")
5 cursor = conn.cursor()
— oTobpaxeHue paspabortunky 1O ya3Bumoro yyacTka © | auery.s CISELRCT x FROM users WAERE 1d 2 {user {d). \
YA3BMMOCTb: SQL-MHBbEKUMA
KOﬂa, ormcaHue Tuna y;|3BV|MOCTV|, a TakKkxke BaleaHTa and 8 Onucanue: Monb30BaTenLCKUA BBOJ HanpaMylw BCTasnsetca B SQL-3anpoc 6e3 3KpaHWpPOBAHWA WNK
9 napaMeTpu3aunin, HTO NO3BONAET 2MOYMLIWNEHHUKY BHEAPUTL BPEROHOCHLIH SQL~KOQ M nony4uTh
yCTpaHeH nA 10 HECAHKUMOHMPOBAHHLIH [OCTYN K AaHHbM Ga3bl.
PekomeHpauuu: Mcnonb30BaTh NapaMeTpU30BaHHLIE 3aNPOCkl BMECTO MPAMOW BCTABKM MONMb30BATENbCKOrO BBOAY.
R CbaKT O6Hapy)KeHMﬂ yﬂ3BMMOCTM OTI-I paBngeTCﬂ =} CMCTeMy HanpuMmep: cursor.execute("SELECT % FROM users WHERE id = ?", (user_id,)) AI Analyzer
‘-IéTa F|3BV|MOCTel7| test.py(6, 5): Related information
y y \ MpocmoTpers npobnemy (CF8) BsicTpoe ucnpasneHue... (#.) Wecnpasuth ¢ nomousio Copilot (3€1) )
— NpW UcnpaeneHnn ya3BMMoCTb NepecTaéT oTobpaxaTbCcs
—  npu HeobxoanMOCTH, BO3MOXHO 40DaBUTb NepeveHb
NOXHbIX cpabaTbIBaHMIN ANsi Nocreayowen unstpaummn - N

B INFERA Al.SafeCode mawmnHHOe 0by4eHne n
NCKYCCTBEHHbIN MHTENMEKT NCNONb3YHTCS AN
< yny4dLeHnsa 0BHapy>XeHUs1 YA3BMMOCTEN U >
9(bPeKTUBHOW pacCTaHOBKN MPUOPUTETOB
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SECURITY
u 4 \\\
/-0 main.go 4 X 5%% [CRITICAL] i
Ya3pumocTb: KoMaHAaHas WMHbekuus
GO main.go Onucanue: MMapaMetp 'cmd' nony4awT HENOCPEACTBEHHO U3 nonb3oBaTensckoro Bsopga (GET-napameTp), nocne

1 import (| yero oH nepepaetcs B KOMaHAHYW CTpOKy 6e3 KakoiW-nu6o NpoBepku, QUALTPaUUW MNKW IKPaHMpOBaHMA. ITO

p "fmt| no3sonser 3N0YMLIWNEHHUKY BbLINONHATHL MPOM3BONbHLIE KOMaHAbl B CUCTEME, 4YTO MONMHOCTLbI KOMNpOMeTupyet

3 "os/| cepsep.

4 "net| PekoMeHpauuu: He ucnonb3oBaTb Nonb30BaTenbCkuit BBoa B exec.Command 6e3 cTporoit Banupauum U paspeueHus
) ) Tonbko 6e3onacHeix KoMaHfa. B upeane oTkasaThCA OT nepefayy KOMaHOQHOW CTPOKM U3 NONb30BaTeNbCKOro BBOAA
6 wnu peanusoBaTtb Oenbii CNMCOK pa3pewéHHbX KoMaHp. AL Analyzer

7

8

9

funcht::; main.go(10, 3): Related information
\npOCMOTpeTb npobnemy (\CF8) bBbicTpoe ucnpaenenue... (¥.) Wcnpasutb ¢ nomousio Copilot (3€1) J
10 out, err := exec.Command("bash", "-c", cmd).Output()
11 if err != nil { _somaingo 4 X @ main.py JS main.js W
12 fmt.Fprintf(w, "Owubka: %s", err) /

13 return ' 60 main.go B
14 } 1 import ( =
15 fmt.Fprintf(w, "Pe3ynbtat: %s", out) P "fmt" [ .aa [WARNING]
16 }) 3 "0s/exec YA3BMUMOCTb: PacKpbiTue 4YyBCTBUTENbHOW WHPOpMaLuu
\ 17 http.ListenAndServe(":8080", nil) 4 "net/htt| OnucaHue: Tekct ownbku u3 exec.Command BLIBOOQUTCA HanpaMyld NONb30BaTenNd. 3TO MOXET pacKpbiTb AeTanu
\\ 18 B 5 ) BHYTPEHHEN MHOPaCTPYKTypbl, HanpuMep, CTPYKTypy $GawWnoBOW CUCTEMbl, CUCTEMHble COOOWEHUA UNK NnepeMeHHbe
- 6 cpefbi.
7 func main() | PekoMeHpauun: He BbigaBaTb Nonb30BaTenio BHyTpeHHWe owubku cepsepa. JlorupoBaTtb noppobHbie ownbku TONbKO
8 http.Han Ha cepsepe, nonb3oBateno Bo3Bpawartb obobueHHoe coobuwenne. AL Analyzer
2 sl main.go(12, 4): Related information
10 out,)
11 if e lMpocmoTtpetb npobnemy (XF8) bBbicTpoe ucnpasnexue... (8.) Wenpasutb ¢ nomMouybio Copilot (3£1)

13
14

rétu‘r"r{

1
12 E TMt, Fprintf(w, "OUWOKa: %5", €rF)




COOTBETCTBUEC Tp€6OBaHI/I}IM 3dKOHOAATCJIbCTBA IN EQA}
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DevSecOps noMoraet aBroMaru3upoBaTh cBs13b [OCT P 56939-2024 ¢ DevSecOps
BBITIOJIHEHUE TPEOOBAHUIA:

FOCT P 56939-2024 aneMmeHT DevSecOps . ['OCT P 56939-2024 .
. TpeboBaHue Ha4duHate NB ¢ |
— ®3-152, $3-187 Shift Left nepBbIX 3TaMoOB NPoekTa
—1SO 27001’ PCI DSS, GDPR Cl/CD Security KOHTPOJ1b C6OE)KVI, CTaTn4ecKum u
OnMHaMn4ecKkmnmn aHarims
FOCT P 56939-2024 — 310 He npocTto compliance-4OKYMEHT, _ ucnonb3osanue 1aC + nonuTuk
a dyHOameHT anst BHeapeHust DevSecOps-noaxoaa B Security as Code KaK Kog
POCCUNCKOM KOHTeKcTe. OH 3aaé€T MUHUMaSbHbIN YPOBEHb U
> YYeT NMponcxoxxageHus

4 2MEET PECoNiEeHon S2RE G (i ME ST SBOM u supply chain KOMMOHEHTOB, TPEBOBaHNS K

aBTOMaTM3npoOBaTb, MOgENMpoBaTb N nHTerpmposaTb Vb B
Kaxayto dpasy paspabotku MO

Lerno4ke rnocrtaBok

pekomeHayeTcs B TECTUPOBaHUM,

4 I AsTomarusaums Vb CONPOBOXAEHUN, MOHUTOPUHIE

DevSecOps — 310 nyyLmnin cnocob BbIMOMHUTL o6s3aTesibHbI 3MEeMEHT

MopgenunpoBaHue yrpos

< TpeboBaHus PCTIK k 6esonacHom paspaboTke, > NPOEKTNPOBaHMA
COMPOBOXOEHMIO U pearMpoBaH1IO Ha yrpo3bl FOCT TpebyeT Hannums
DevSecOps-4eMnnoHbI OTBETCTBEHHbIX 32 VB B

NPOEKTHbIX POSIsAX
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SECURITY

obecneyeHmne 6e3onacHOCTN Ha BCeX aTanax paspaboTku n akcnnyatauum N0

N
yckopenue Boirycka I10 6e3 xeptB mis b coOmoicHre TpeOOBAHUM PEryISITOPOB
— MpPOAYKT BbIXoauT BbicTpee n besonacHee — TOCT P 56939-2024, ®3-152, ®3-187 u ap.
— BCTPOEHHad B cpeany paspa60TK|/| NOo3BOJIAET AeliaTtb O6Hapy>KeHHe y;ISBI/IMO CTGfI B Open_source
NPOBEPKN aBTOMATUYECKM
— 6e3onacHoOCTb JOMKHa ObITb BCTPOEHA B MPOLIECC
— komaHga R&D He xgét cornacosaHui ot InfoSec pa3paboTkM 1 B NPOBEPKY UCMOSb3yEeMbIX KOMMOHEHTOB
YMEHBIIICHUE 3aTPaT Ha YCTPAHCHUE YSI3BUMOCTEH oe3onacHoe 10 nna KU
— wncnpaeneHue G6ara Ha CTaguy NPoJaKLeHa MOXET CTOUTb B
10-30 pa3 gopoxe, 4eM Ha cTagun pa3paboTku — HesaBuCUMas NpoBepKa UCXoQHOro Koga open-source
peLleHnii nepes Nx Ucnosib30BaHWEM B OTHOLLEHUM
— CoOKpalleHue yncna nHungeHtos 6esonacHoctu go 40-50% npu KpuTndeckn BaxkHoro MO
rPaMoTHOW aBTOMaTM3aLUumM TECTOB 1 MPOBEPKN Koaa
4 P
yCTOWYMBOCTH K supply chain arakam
INFERA Al.SateCode — aTo uHBectmyum B
— CHWXaeTcs knbeppuck atakv Ha LienoyKy NOCTaBoK (NMpoBepka
- SRR (nposep < CHUXEHWE PUCKOB, YCKOPEHWE Penmn3oB U >

WHTEerpauum n nogxknioyYeHnn) .
Ll,I/ICprBer YCTONYUBOCTb OusHeca
— 6e3onacHas uHTerpauusa ¢ gpyrumm
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